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Security Alert 
Regarding Suspicious E-mail Using Zeon’s Name 

 

Zeon Corporation 

 

Zeon Corporation has confirmed incidents involving a suspicious e-mail message purportedly sent from the 
company’s domain and directed to the e-mail accounts of employees. 
 
The suspicious e-mail appears to report that the company’s previous bank account has been closed and that the 
recipient should provide information to register under a new bank account. Neither Zeon Corporation nor Zeon Group 
companies have any association with this e-mail. 
 
Zeon has already informed the recipients that the message is spam and that no changes have been made to the 
corporate bank accounts. It is possible, however, that similar messages may be falsely attributed to Zeon or its 
employees in the future. 
 
In the event that you receive an e-mail attributed to Zeon that appears suspicious in any way, including questionable 
senders, subject lines, or content, do not respond to the message. Make sure to file an inquiry with the company by 
contacting the staff member in charge or by using the contact form on the Zeon corporate website. 
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